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Security providers are 
experienced in dealing with a 
range of risks so are well 
placed to advise on how to 
prepare, what to do when 
things go wrong and the 
potential impact and 
consequences.

Today’s rapidly changing political and 
environmental landscape has created a risk 
climate that evolves. Everybody has increased 
connectivity and this reliance on technology 
increases risks. Threats arise from human and 
environmental hazards; our clients are now 
vulnerable to new risks. Understanding these 
risks and our response is important so we can 
test and exercise scenarios. 
 
Advising on the risks 
 
The source of the threats can be predicted. 
Currently, we operate in a COVID-19 backdrop 
but the recognition that a pandemic can be a 
threat was known, however, the response was 
unprepared. The strategic policies of 
governments will impact our client’s strategic 
goals. Examining the national and local risk 
registers can provide understanding of the 
environment clients operate in. As a security 
provider, we draw upon expertise to determine 
the impact to the client. Security providers 
have dealt with and lived through many of the 
risks so we can provide advice for when things 
go wrong, what the knock-on effect may be, 
and direct and indirect consequences. 
 
In particular, Business Continuity Management 
is an area where a security provider can assist 
in mitigating risks. Gaining an understanding 
of what is the most important products and 
services is key and the associated activities and 
resources needed to keep our client’s strategic 
goals operating. 
 




